How to allow a Computer to Authenticate
on UA Little Rock’s Wired Network

1. Click the Start button and type
“Services.msc”

2. In the services window, find the
service that says “Wired AutoConfig.”
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9. Click settings next to network authentication
method, and make sure to uncheck “Validate
server certificate” and click OK.
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10. Click “Additional Settings” and select
“Specify authentication mode” and select “User
Authentication” then click “Save credentials.”
A window will pop up prompting you for a
username and password. Enter your Net ID for
the WiFi. Exit out of everything and unplug
your computer from the ethernet and plug it
back in. You are now able to use UA Little
Rock’s wired network!
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3. Right click on “Wired AutoConfig” and click
“Properties.”

4. Select “Automatic” under “Startup type”
and click OK, then Apply.
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6. Right click on the network icon in the lower
right corner. Click on “Open Network and
Internet Settings.” From there, click “Network

and Sharing Center.”
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7. Click the blue text next to “Connections” and
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8. Click on the
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Select this option to provide authenticated network access for
this Ethemet adapter.
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